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CONTENT DELIVERY SYSTEM WITH 
CONTENT SHARING MECHANISMAND 
METHOD OF OPERATION THEREOF 

TECHNICAL FIELD 

The present invention relates generally to a content deliv 
ery system, and more particularly to a system for content 
sharing mechanism. 

BACKGROUND ART 

Modern portable consumer and industrial electronics, 
especially client devices Such as navigation systems, cellular 
phones, portable digital assistants, and combination devices, 
are providing increasing levels of functionality to Support 
modern life including personalized content services. 
Research and development in the existing technologies can 
take a myriad of different directions. 
As users become more empowered with the growth of 

personalized content service devices, new and old para 
digms begin to take advantage of this new device space. 
There are many technological Solutions to take advantage of 
this new device location opportunity. One existing approach 
is to evaluate user profile and location information to 
provide personalized content through a mobile device Such 
as a cellphone, a Smartphone, or a personal digital assistant. 

Personalized content services allow users to create, trans 
fer, Store, and/or consume information in order for users to 
create, transfer, store, and consume in the “real world.” One 
Such use of personalized content services is to efficiently 
transfer or guide users to the desired product or service. 

Content delivery system and personalized content Ser 
vices enabled systems have been incorporated in automo 
biles, notebooks, handheld devices, and other portable prod 
ucts. Today, these systems aid users by incorporating 
available, real-time relevant information, such as advertise 
ment, entertainment, local businesses, or other points of 
interest (POI). 

However, a content delivery system with a content shar 
ing mechanism has become a paramount concern for the 
consumer. The inability decreases the benefit of using the 
tool. 

Thus, a need still remains for a content delivery system 
with a content sharing mechanism. In view of the ever 
increasing commercial competitive pressures, along with 
growing consumer expectations and the diminishing oppor 
tunities for meaningful product differentiation in the mar 
ketplace, it is critical that answers be found for these 
problems. Additionally, the need to reduce costs, improve 
efficiencies and performance, and meet competitive pres 
Sures adds an even greater urgency to the critical necessity 
for finding answers to these problems. 

Solutions to these problems have been long sought but 
prior developments have not taught or suggested any solu 
tions and, thus, Solutions to these problems have long eluded 
those skilled in the art. 

DISCLOSURE OF THE INVENTION 

The present invention provides a method of operation of 
a content delivery system including: detecting a person’s 
presence for identifying a portable device; determining an 
audience type based on the person’s presence for determin 
ing a content type presentable on a public device; and 
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2 
distributing a display content based on the audience type for 
displaying on the portable device, the public device, or a 
combination thereof. 
The present invention provides a content delivery system, 

including: a detector module for detecting a person’s pres 
ence for identifying a portable device; an audience module, 
coupled to the detector module, for determining an audience 
type based on the person’s presence for determining a 
content type presentable on a public device; and a distribu 
tion module, coupled to the audience module, for distribut 
ing a display content based on the audience type for dis 
playing on the portable device, the public device, or a 
combination thereof. 

Certain embodiments of the invention have other steps or 
elements in addition to or in place of those mentioned above. 
The steps or elements will become apparent to those skilled 
in the art from a reading of the following detailed description 
when taken with reference to the accompanying drawings. 

BRIEF DESCRIPTION OF THE DRAWINGS 

FIG. 1 is a content delivery system with content sharing 
mechanism in an embodiment of the present invention. 

FIG. 2 is a first example of a distribution of a display 
content by the content delivery system. 

FIG. 3 is a second example of the distribution of the 
display content by the content delivery system. 

FIG. 4 is a third example of the distribution of the display 
content by the content delivery system. 

FIG. 5 is a fourth example of the distribution of the 
display content by the content delivery system. 

FIG. 6 is an exemplary block diagram of the content 
delivery system. 

FIG. 7 is a control flow of the content delivery system. 
FIG. 8 is a flow chart of a method of operation of the 

content delivery system in a further embodiment of the 
present invention. 

BEST MODE FOR CARRYING OUT THE 
INVENTION 

The following embodiments are described in sufficient 
detail to enable those skilled in the art to make and use the 
invention. It is to be understood that other embodiments 
would be evident based on the present disclosure, and that 
system, process, or mechanical changes may be made with 
out departing from the scope of the present invention. 

In the following description, numerous specific details are 
given to provide a thorough understanding of the invention. 
However, it will be apparent that the invention may be 
practiced without these specific details. In order to avoid 
obscuring the present invention, Some well-known circuits, 
system configurations, and process steps are not disclosed in 
detail. 
The drawings showing embodiments of the system are 

semi-diagrammatic and not to Scale and, particularly, some 
of the dimensions are for the clarity of presentation and are 
shown exaggerated in the drawing FIGS. Similarly, although 
the views in the drawings for ease of description generally 
show similar orientations, this depiction in the FIG.s. is 
arbitrary for the most part. Generally, the invention can be 
operated in any orientation. The embodiments have been 
numbered first embodiment, second embodiment, etc. as a 
matter of descriptive convenience and are not intended to 
have any other significance or provide limitations for the 
present invention. Where multiple embodiments are dis 
closed and described having some features in common, for 



US 9,591,346 B2 
3 

clarity and ease of illustration, description, and comprehen 
sion thereof, similar and like features one to another will 
ordinarily be described with similar reference numerals. 
The term “relevant information” referred to herein 

includes the navigation information described as well as 
information relating to points of interest to the user, Such as 
local business, hours of businesses, types of businesses, 
advertised specials, traffic information, maps, local events, 
and nearby community or personal information. 
The term "module” referred to herein can include soft 

ware, hardware, or a combination thereof in the present 
invention in accordance with the context in which the term 
is used. For example, the Software can be machine code, 
firmware, embedded code, and application software. Also 
for example, the hardware can be circuitry, processor, com 
puter, integrated circuit, integrated circuit cores, a pressure 
sensor, an inertial sensor, a microelectromechanical system 
(MEMS), passive devices, or a combination thereof. 

Referring now to FIG. 1, therein is shown a content 
delivery system 100 with content sharing mechanism in an 
embodiment of the present invention. The content delivery 
system 100 includes a first device 102, such as a client or a 
server, connected to a second device 106. Such as a client or 
server, with a communication path 104. Such as a wireless or 
wired network. The content delivery system 100 can also 
include a third device 108 connected to the second device 
106 with the communication path 104. The third device 108 
can be a client or server. 

For example, the first device 102 and the third device 108 
can be of any of a variety of mobile devices, such as a 
cellular phone, personal digital assistant, a notebook com 
puter, automotive telematic content delivery system, or other 
multi-functional mobile communication or entertainment 
device. The first device 102 and the third device 108 can be 
a standalone device, or can be incorporated with a vehicle, 
for example a car, truck, bus, or train. The first device 102 
and the third device 108 can couple to the communication 
path 104 to communicate with the second device 106. 

For illustrative purposes, the content delivery system 100 
is described with the first device 102 and the third device 
108 as a mobile computing device, although it is understood 
that the first device 102 and the third device 108 can be 
different types of computing devices. For example, the first 
device 102 and the third device 108 can also be a non-mobile 
computing device, such as a server, a server farm, or a 
desktop computer. For further example, the third device 108 
can be a non-mobile computing device. Such as a desktop 
computer, a large format display (LFD), a television (TV) or 
a computer terminal. 
The second device 106 can be any of a variety of 

centralized or decentralized computing devices. For 
example, the second device 106 can be a computer, grid 
computing resources, a virtualized computer resource, cloud 
computing resource, routers, Switches, peer-to-peer distrib 
uted computing devices, or a combination thereof. 

The second device 106 can be centralized in a single 
computer room, distributed across different rooms, distrib 
uted across different geographical locations, embedded 
within a telecommunications network. The second device 
106 can have a means for coupling with the communication 
path 104 to communicate with the first device 102 and the 
third device 108. The second device 106 can also be a client 
type device as described for the first device 102. 

In another example, the first device 102 and the third 
device 108 can be a particularized machine, such as a 
mainframe, a server, a cluster server, rack mounted server, or 
a blade server, or as more specific examples, an IBM System 
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4 
Z10 TM Business Class mainframe or a HP ProLiant MLTM 
server. Yet another example, the second device 106 can be 
a particularized machine. Such as a portable computing 
device, a thin client, a notebook, a netbook, a Smartphone, 
personal digital assistant, or a cellular phone, and as specific 
examples, an Apple iPhoneTM, Palm CentroTM, Samsung 
GalaxyTM, or Moto Q GlobalTM. 

For illustrative purposes, the content delivery system 100 
is described with the second device 106 as a non-mobile 
computing device, although it is understood that the second 
device 106 can be different types of computing devices. For 
example, the second device 106 can also be a mobile 
computing device. Such as notebook computer, another 
client device, or a different type of client device. The second 
device 106 can be a standalone device, or can be incorpo 
rated with a vehicle, for example a car, truck, bus, or train. 

Also for illustrative purposes, the content delivery system 
100 is shown with the second device 106, the third device 
108 and the first device 102 as end points of the commu 
nication path 104, although it is understood that the content 
delivery system 100 can have a different partition between 
the first device 102, the third device 108, the second device 
106, and the communication path 104. For example, the first 
device 102, the second device 106, or a combination thereof 
can also function as part of the communication path 104. 
The communication path 104 can be a variety of net 

works. For example, the communication path 104 can 
include wireless communication, wired communication, 
optical, ultrasonic, or the combination thereof. Satellite 
communication, cellular communication, Bluetooth, Infra 
red Data Association standard (IrDA), near field communi 
cation (NFC), wireless fidelity (WiFi), and worldwide 
interoperability for microwave access (WiMAX) are 
examples of wireless communication that can be included in 
the communication path 104. Ethernet, digital subscriber 
line (DSL), fiber to the home (FTTH), and plain old tele 
phone service (POTS) are examples of wired communica 
tion that can be included in the communication path 104. 

Further, the communication path 104 can traverse a 
number of network topologies and distances. For example, 
the communication path 104 can include direct connection, 
personal area network (PAN), local area network (LAN), 
metropolitan area network (MAN), wide area network 
(WAN) or any combination thereof. 

Referring now to FIG. 2, therein is shown a first example 
of a distribution of a display content 202 by the content 
delivery system 100. For example, the content delivery 
system 100 can determine the display content 202 distrib 
utable and presentable on a public device 204, a portable 
device 206, or a combination thereof. 
The portable device 206 is defined as a personal device 

that permits a private viewing of the display content 202. For 
example, the portable device 206 can include the first device 
102 of FIG. 1. For brevity and clarity, the discussion of the 
present invention will focus on the content delivery system 
100 generating the display content 202 specific to the user to 
the portable device 206. The private viewing can represent 
the viewing of the display content 202 only for the eyes of 
the user of the portable device 206. 
The public device 204 is defined as a device that permits 

the viewing of the display content 202 available for all 
persons or the public. For example, the public device 204 
can include the third device 108 of FIG. 1. For brevity and 
clarity, the discussion of the present invention will focus on 
the content delivery system 100 generating the display 
content 202 that can be shared with the public to the public 
device 204. 
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For specific example, the display content 202 can include 
information that is presentable on the public device 204, the 
portable device 206, or a combination thereof. More spe 
cifically, the display content 202 can include a TV program, 
a notification 208, digital pictures, instant messaging chats, 
Social networking site (SNS) messages, or a combination 
thereof. For further example, the notification 208 can rep 
resent an alert that the user of the first device 102 had 
received an instant messaging, an email, SNS message, or a 
combination thereof. 
The display content 202 can include a private content 210 

and a public content 212. The private content 210 is defined 
as a content generated for the private viewing. The public 
content 212 is defined as the information made viewable and 
available to all people. For example, the private content 210 
can include instant messaging chats and personal email. For 
another example, the public content 212 can include TV 
program aired on cable network. For further example, the 
notification 208 can replace the private content 210 for 
displaying on the public device 204 to avoid sharing the 
private content 210 to the public. 

For specific example, the content delivery system 100 can 
present the display content 202 on the public device 204 to 
share the display content 202 to people in the vicinity of the 
public device 204. For further example, the public content 
212 can represent the TV program. The public device 204 
can display the TV program to viewers in the vicinity of the 
public device 204. 

For another example, the user of the portable device 206 
can register the portable device 206 to the content delivery 
system 100 to establish communication with the public 
device 204 via the communication path 104 of FIG. 1. For 
specific example, the portable device 206 can share the 
public content 212 received, generated, or a combination 
thereof by the portable device 206 to the public device 204. 
For different example, the public device 204 can share the 
public content 212 received, generated, or a combination 
thereof by the public device 204 to the portable device 206. 

The content delivery system 100 can distribute the display 
content 202 based on a privacy setting 214, which is defined 
as a restriction placed for sharing the display content 202. 
The privacy setting 214 can be generated by the content 
delivery system 100 or set by the user. For example, the 
content delivery system 100 can generate the privacy setting 
214 to share the public content 212 representing the weather 
information to the public device 204. For another example, 
the user of the portable device 206 can set the privacy setting 
214 to restrict the sharing of the public content 212 repre 
senting a movie with profanity to the portable device 206. 
The portable device 206 or the public device 204 can 

include a capturing sensor 216. For example, the capturing 
sensor 216 can detect a person’s presence 218. The person's 
presence 218 is defined as the existence of a person. For 
example, the person's presence 218 can include the presence 
of the user of the portable device 206. For another example, 
the person’s presence can include the presence of the person 
without the portable device 206. The capturing sensor 216 
can also perform facial recognition of the user of the 
portable device 206. 
The capturing sensor 216 can include a digital still or 

Video camera for facial recognition, a digital scanner for 
finger print detection, or a combination thereof. For brevity 
and clarity, the discussion of the capturing sensor 216 will 
focus on the public device 204 with the capturing sensor 216 
detecting the person’s presence 218. 
The capturing sensor 216 can detect the person’s presence 

218 within a detection Zone 220. The detection Zone 220 is 
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6 
defined as an area surrounding the portable device 206, the 
public device 204, or a combination thereof where the 
capturing sensor 216 can detect the person's presence 218. 
For example, the detection Zone 220 can represent the five 
square meters in front of the public device 204. Details 
regarding the detection Zone 220 will be discussed later. 
The content delivery system 100 can distribute the display 

content 202 based on an audience type 222. The audience 
type 222 is defined as a categorization of the person detected 
by the capturing sensor 216. For example, the audience type 
222 can include a friend of the user of the portable device 
206. For another example, the user of the portable device 
206 can set up a permission group based on the privacy 
setting 214 to permit the sharing of the display content 202 
with the permission group. The group can represent a 
plurality of the person. The audience type 222 can represent 
the people in the permission group who were permitted to 
see the display content 202 shared. 

For different example, the audience type 222 can include 
the categorization of the person based on the privacy setting 
214 restricting who can receive the display content 202 
distributed by the content delivery system 100. For example, 
the person who is not registered can represent the audience 
type 222 of an unregistered user as oppose to a registered 
user. For different example, the audience type 222 can 
include the “friend' category of the user of the portable 
device 206. Details regarding the distribution of the display 
content 202 based on the audience type 222 will be dis 
cussed later. 
The content delivery system 100 can distribute the display 

content 202 based on a content type 224. The content type 
224 is defined as a categorization of the display content 202. 
For example, the content type 224 can be categorized based 
on the Motion Picture Association of America (MPAA) film 
rating system. More specifically, the MPAA film rating can 
include “Parental Guidance Suggested” (PG) or “No One 17 
and Under Admitted' (NC-17). For another example, the 
content type 224 can be categorized as educational, enter 
tainment, or a combination thereof. For different example, 
the content type 224 can be categorized as the public content 
212 or the private content 210. 

FIG. 2 can illustrate the distribution of the display content 
202 by the content delivery system 100. More specifically, 
the public device 204 with the capturing sensor 216 can 
detect a plurality of the person’s presence 218. More spe 
cifically, the content delivery system 100 can determine the 
audience type 222 of each people detected within the 
detection Zone 220. The audience type 222 can include the 
user of the portable device 206 and the mother of the user, 
who can represent the unregistered user. 
The privacy setting 214 for the user of the portable device 

206 can restrict the sharing of the private content 210, the 
message from the Social networking site. Such as Face 
bookTM, to the public device 204 when the unregistered user 
is detected. The public device 204 can instead display the 
notification 208 on the public device 204 to notify the user 
of the portable device 206 that he or she had received the 
message from FacebookTM. 

Further, only the user of the portable device 206 can see 
the private content 210 on the portable device 206. The 
unregistered user, instead, can only see the notification 208 
displayed on the public device 204. 
An activity history 226 can represent a user's activity 

record of using the services provided by the content delivery 
system 100. For example, the activity history 226 can 
indicate that the user had shared the SNS message to other 
users within the detection Zone 220 in the past. The activity 
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history 226 can include a time information 228. The time 
information 228 can represent the time of the day, week, 
year, or a combination thereof when the user had used the 
services provided by the content delivery system 100. 

Referring now to FIG. 3, therein is shown a second 
example of the distribution of the display content 202 by the 
content delivery system 100. For example, the content 
delivery system 100 can display the private content 210 on 
the public device 204. More specifically, the privacy setting 
214 of FIG. 2 can indicate that the portable device 206 can 
share all of the display content 202 to the public device 204 
if only the person’s presence 218 representing the user of the 
portable device 206 is detected by the capturing sensor 216 
within the detection Zone 220. Subsequently, the public 
device 204 can display the private content 210 on the public 
device 204. 
The display content 202 can include a content overlay 

302. For example, the content overlay 302 can represent an 
advertisement overlaid on the private content 210, the public 
content 212 of FIG. 2, or a combination thereof. For specific 
example, the content overlay 302 can include an overlay 
advertising. The overlay advertising can include a video 
advertisement, a hypervideo, a contextual link, clickable 
graphic, text, or a combination thereof related to the display 
content 202. 

For further example, the private content 210 displayed on 
the public device 204 can include an advertisement related 
to discount price for a movie ticket at a local theater. The 
content overlay 302 representing the advertisement of the 
discount price can be overlaid on the private content 210 to 
be displayed on the public device 204. 

For further example, the content overlay 302 can repre 
sent information based on an overlay preference 304. For 
example, the overlay preference 304 can represent a choice 
whether to include the content overlay 302 or not with the 
display content 202. For different example, the overlay 
preference 304 can represent a type of information interested 
by the user of the content delivery system 100 to be 
displayed on the public device 204, the portable device 206, 
or a combination thereof. More specifically, in this example, 
the overlay preference 304 of the user can represent an 
interest in receiving information related to discount price. As 
a result, the content delivery system 100 can display the 
content overlay 302 that represents the advertisement for 
discount price for a movie theater. 
The display content 202 can include a provider informa 

tion 306. For example, the provider information 306 can 
represent information regarding a source of the display 
content 202. For specific example, FacebookTM can repre 
sent the provider information 306 for the SNS message. 
The display content 202 can include a sender information 

308. For example, the sender information 308 can represent 
information regarding the person, the entity, or a combina 
tion thereof who had transmitted the display content 202. 
For specific example, Mary, a FacebookTM user, can repre 
sent the sender of the SNS message. Thus, the sender 
information 308 can represent Mary. 
The display content 202 can include a content keyword 

310. For example, the content keyword 310 can represent a 
word, a phrase, or a combination thereof registered in the 
privacy setting 214. For specific example, the user can 
register the word “movie' as the content keyword 310 to the 
privacy setting 214. 

Referring now to FIG.4, therein is shown a third example 
of the distribution of the display content 202 by the content 
delivery system 100. For example, the privacy setting 214 of 
FIG. 2 can be configured on the public device 204. More 
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8 
specifically, the privacy setting 214 can restrict a Subcontent 
402 that is displayable on the portable device 206. 
The subcontent 402 is defined as a portion of the display 

content 202. For example, the display content 202 can 
represent a hybrid that includes the private content 210 of 
FIG. 2 and the public content 212 of FIG. 2. For specific 
example, the display content 202 can represent “Weather in 
San Francisco, Calif. is rain. I’ll still see you in San 
Francisco at 3 PM. The privacy setting 214 can indicate 
that the private content 210 can display the private content 
210 only on the portable device 206 and not on the public 
device 204. Further, the public content 212 can display on 
the public content 212. 

Subsequently, the content delivery system 100 can parti 
tion the display content 202 to generate a plurality of the 
subcontent 402 that includes a private portion and the public 
portion of the display content 202. The private portion of the 
subcontent 402 can represent “I’ll still see you in San 
Francisco at 3 PM. The public portion of the subcontent 402 
can represent “Weather in San Francisco, Calif. is rain.” 
Further, the subcontent 402 representing the private portion 
can be displayed on the portable device 206 and not on the 
public device 204. And the subcontent 402 representing the 
public portion can be displayed on the public device 204. 

For another example, a parent of the user of the portable 
device 206 can restrict the display content 202 with violence 
to be displayable on the portable device 206. The content 
delivery system 100 can distribute the display content 202 to 
only share the subcontent 402 without the violence to the 
portable device 206. 

For further example, the public device 204 can receive 
two sets of the display content 202 that is the same. More 
specifically, one of the display content 202 can be the 
original and the other of the display content 202 can be the 
variation. The original can include the violence and the 
variation can edit out the violence. The content delivery 
system 100 can distribute the display content 202 based on 
the privacy setting 214 to display which version of the 
display content 202 on the portable device 206. 

For further example, the public device 204 can be con 
nected to a plurality of the portable device 206. The cap 
turing sensor 216 can detect the plurality of the person's 
presence 218 within the detection Zone 220. The privacy 
setting 214 can restrict the display of the subcontent 402 to 
the plurality of the portable device 206. For specific 
example, some of the Subcontent 402 representing the pri 
vate portion of the display content 202 can be displayed on 
some of the portable device 206 while not shown on the 
some other of the portable device 206. 

Referring now to FIG. 5, therein is shown a fourth 
example of the distribution of the display content 202 by the 
content delivery system 100. For example, the content 
delivery system 100 can share the display content 202 from 
the portable device 206 to the public device 204 based on 
meeting or exceeding a time threshold 502. 
The time threshold 502 is defined as a time limit placed 

on the person’s presence 218 for being inside or outside of 
the detection Zone 220. For example, the privacy setting 214 
of FIG. 2 can limit the display of the display content 202 
representing the private content 210, such as the SNS 
message, on the public device 204. If only the user of the 
portable device 206 is present within the detection Zone 220, 
based on the privacy setting 214, the public device 204 can 
display the private content 210 on the public device 204. 

However, if the person’s presence 218 of the user is no 
longer detectable within the detection Zone 220, the content 
delivery system 100 can switch to the notification 208 for 
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displaying on the public device 204. For example, a past 
geographic location of the user of the portable device 206 
within the detection Zone 220 can be illustrated with dotted 
lines. Further, the time threshold 502 can be 30 seconds. The 
content delivery system 100 can continue to display the 
notification 208 on the public device 204 for 30 seconds. 
After the 30 seconds, the content delivery system 100 can 
determine that the time period not detecting the person’s 
presence 218 exceeded the time threshold 502. Subse 
quently, the content delivery system 100 can disconnect the 
portable device 206 to stop sharing the display content 202. 

For another example, the content delivery system 100 can 
display the private content 210 after the person’s presence 
218, representing only the user, within the detection Zone 
220 met or exceeded the time threshold 502. More specifi 
cally, the content delivery system 100 can track whether the 
person’s presence 218 other than the user will also be 
detectable within the time threshold 502. 

If after the time threshold 502, the person’s presence 218 
detected within the detection Zone 220 is that of the user of 
the portable device 206, the content delivery system 100 can 
display the private content 210 on the public device 204. The 
time threshold 502 can be used by the content delivery 
system 100 to avoid inadvertent display of the private 
content 210 to confirm the non-presence of other people 
within the detection Zone 220. 

Referring now to FIG. 6, therein is an exemplary block 
diagram of the content delivery system 100. The content 
delivery system 100 can include the first device 102, the 
third device 108, the communication path 104, and the 
second device 106. 
The first device 102 or the third device 108 can commu 

nicate with the second device 106 over the communication 
path 104. The first device 102 can send information in a first 
device transmission 608 over the communication path 104 to 
the second device 106. The second device 106 can send 
information in a second device transmission 610 over the 
communication path 104 to the first device 102. 

For illustrative purposes, the content delivery system 100 
is shown with the first device 102 or the third device 108 as 
a client device, although it is understood that the content 
delivery system 100 can have the first device 102 or the third 
device 108 as a different type of device. For example, the 
first device 102 or the third device 108 can be a server. 

Also for illustrative purposes, the content delivery system 
100 is shown with the second device 106 as a server, 
although it is understood that the content delivery system 
100 can have the second device 106 as a different type of 
device. For example, the second device 106 can be a client 
device. 

For brevity of description in this embodiment of the 
present invention, the first device 102 and the third device 
108 will be described as a client device and the second 
device 106 will be described as a server device. The present 
invention is not limited to this selection for the type of 
devices. The selection is an example of the present inven 
tion. 

The first device 102 can include a first control unit 612, 
a first storage unit 614, a first communication unit 616, a first 
user interface 618, and a location unit 620. The first control 
unit 612 can include a first control interface 622. The first 
control unit 612 can execute a first software 626 to provide 
the intelligence of the content delivery system 100. The first 
control unit 612 can be implemented in a number of different 
manners. For example, the first control unit 612 can be a 
processor, an embedded processor, a microprocessor, a hard 
ware control logic, a hardware finite state machine (FSM), 
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10 
a digital signal processor (DSP), or a combination thereof. 
The first control interface 622 can be used for communica 
tion between the first control unit 612 and other functional 
units in the first device 102. The first control interface 622 
can also be used for communication that is external to the 
first device 102. 
The first control interface 622 can receive information 

from the other functional units or from external sources, or 
can transmit information to the other functional units or to 
external destinations. The external Sources and the external 
destinations refer to Sources and destinations physically 
separate to the first device 102. 
The first control interface 622 can be implemented in 

different ways and can include different implementations 
depending on which functional units or external units are 
being interfaced with the first control interface 622. For 
example, the first control interface 622 can be implemented 
with a pressure sensor, an inertial sensor, a microelectrome 
chanical system (MEMS), optical circuitry, waveguides, 
wireless circuitry, wireline circuitry, or a combination 
thereof. 
The location unit 620 can generate location information, 

current heading, and current speed of the first device 102, as 
examples. The location unit 620 can be implemented in 
many ways. For example, the location unit 620 can function 
as at least a part of a global positioning system (GPS), an 
inertial navigation system, a cellular-tower location system, 
a pressure location system, or any combination thereof. 
The location unit 620 can include a location interface 632. 

The location interface 632 can be used for communication 
between the location unit 620 and other functional units in 
the first device 102. The location interface 632 can also be 
used for communication that is external to the first device 
102. 
The location interface 632 can receive information from 

the other functional units or from external sources, or can 
transmit information to the other functional units or to 
external destinations. The external Sources and the external 
destinations refer to Sources and destinations physically 
separate to the first device 102. 
The location interface 632 can include different imple 

mentations depending on which functional units or external 
units are being interfaced with the location unit 620. The 
location interface 632 can be implemented with technologies 
and techniques similar to the implementation of the first 
control interface 622. 
The first storage unit 614 can store the first software 626. 

The first storage unit 614 can also store the relevant infor 
mation, such as advertisements, points of interest (POI). 
navigation routing entries, or any combination thereof. 
The first storage unit 614 can be a volatile memory, a 

nonvolatile memory, an internal memory, an external 
memory, or a combination thereof. For example, the first 
storage unit 614 can be a nonvolatile storage Such as 
non-volatile random access memory (NVRAM), Flash 
memory, disk storage, or a volatile storage such as static 
random access memory (SRAM). 
The first storage unit 614 can include a first storage 

interface 624. The first storage interface 624 can be used for 
communication between the location unit 620 and other 
functional units in the first device 102. The first storage 
interface 624 can also be used for communication that is 
external to the first device 102. 
The first storage interface 624 can receive information 

from the other functional units or from external sources, or 
can transmit information to the other functional units or to 
external destinations. The external Sources and the external 
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destinations refer to sources and destinations physically 
separate to the first device 102. 
The first storage interface 624 can include different imple 

mentations depending on which functional units or external 
units are being interfaced with the first storage unit 614. The 
first storage interface 624 can be implemented with tech 
nologies and techniques similar to the implementation of the 
first control interface 622. 
The first communication unit 616 can enable external 

communication to and from the first device 102. For 
example, the first communication unit 616 can permit the 
first device 102 to communicate with the second device 106 
of FIG. 1, an attachment. Such as a peripheral device or a 
computer desktop, and the communication path 104. 
The first communication unit 616 can also function as a 

communication hub allowing the first device 102 to function 
as part of the communication path 104 and not limited to be 
an endpoint or terminal unit to the communication path 104. 
The first communication unit 616 can include active and 
passive components. Such as microelectronics or an antenna, 
for interaction with the communication path 104. 
The first communication unit 616 can include a first 

communication interface 628. The first communication 
interface 628 can be used for communication between the 
first communication unit 616 and other functional units in 
the first device 102. The first communication interface 628 
can receive information from the other functional units or 
can transmit information to the other functional units. 
The first communication interface 628 can include differ 

ent implementations depending on which functional units 
are being interfaced with the first communication unit 616. 
The first communication interface 628 can be implemented 
with technologies and techniques similar to the implemen 
tation of the first control interface 622. 

The first user interface 618 allows a user (not shown) to 
interface and interact with the first device 102. The first user 
interface 618 can include an input device and an output 
device. Examples of the input device of the first user 
interface 618 can include a keypad, a touchpad, soft-keys, a 
keyboard, a microphone, or any combination thereof to 
provide data and communication inputs. 
The first user interface 618 can include a first display 

interface 630. The first display interface 630 can include a 
display, a projector, a video screen, a speaker, or any 
combination thereof. 
The first control unit 612 can operate the first user 

interface 618 to display information generated by the con 
tent delivery system 100. The first control unit 612 can also 
execute the first software 626 for the other functions of the 
content delivery system 100, including receiving location 
information from the location unit 620. The first control unit 
612 can further execute the first software 626 for interaction 
with the communication path 104 via the first communica 
tion unit 616. 

The second device 106 can be optimized for implement 
ing the present invention in a multiple device embodiment 
with the first device 102. The second device 106 can provide 
the additional or higher performance processing power 
compared to the first device 102. The second device 106 can 
include a second control unit 634, a second communication 
unit 636, and a second user interface 638. 

The second user interface 638 allows a user (not shown) 
to interface and interact with the second device 106. The 
second user interface 638 can include an input device and an 
output device. Examples of the input device of the second 
user interface 638 can include a keypad, a touchpad, Soft 
keys, a keyboard, a microphone, or any combination thereof 
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to provide data and communication inputs. Examples of the 
output device of the second user interface 638 can include a 
second display interface 640. The second display interface 
640 can include a display, a projector, a video screen, a 
speaker, or any combination thereof. 
The second control unit 634 can execute a second soft 

ware 642 to provide the intelligence of the second device 
106 of the content delivery system 100. The second software 
642 can operate in conjunction with the first software 626. 
The second control unit 634 can provide additional perfor 
mance compared to the first control unit 612. 
The second control unit 634 can operate the second user 

interface 638 to display information. The second control unit 
634 can also execute the second software 642 for the other 
functions of the content delivery system 100, including 
operating the second communication unit 636 to communi 
cate with the first device 102 over the communication path 
104. 
The second control unit 634 can be implemented in a 

number of different manners. For example, the second 
control unit 634 can be a processor, an embedded processor, 
a microprocessor, a hardware control logic, a hardware finite 
state machine (FSM), a digital signal processor (DSP), or a 
combination thereof. 
The second control unit 634 can include a second control 

interface 644. The second control interface 644 can be used 
for communication between the second control unit 634 and 
other functional units in the second device 106. The second 
control interface 644 can also be used for communication 
that is external to the second device 106. 
The second control interface 644 can receive information 

from the other functional units or from external sources, or 
can transmit information to the other functional units or to 
external destinations. The external Sources and the external 
destinations refer to Sources and destinations physically 
separate to the second device 106. 
The second control interface 644 can be implemented in 

different ways and can include different implementations 
depending on which functional units or external units are 
being interfaced with the second control interface 644. For 
example, the second control interface 644 can be imple 
mented with a pressure sensor, an inertial sensor, a micro 
electromechanical system (MEMS), optical circuitry, wave 
guides, wireless circuitry, wireline circuitry, or a 
combination thereof. 
A second storage unit 646 can store the second software 

642. The second storage unit 646 can also store the relevant 
information, such as advertisements, points of interest 
(POI), navigation routing entries, or any combination 
thereof. The second storage unit 646 can be sized to provide 
the additional storage capacity to Supplement the first Stor 
age unit 614. 

For illustrative purposes, the second storage unit 646 is 
shown as a single element, although it is understood that the 
second storage unit 646 can be a distribution of storage 
elements. Also for illustrative purposes, the content delivery 
system 100 is shown with the second storage unit 646 as a 
single hierarchy storage system, although it is understood 
that the content delivery system 100 can have the second 
storage unit 646 in a different configuration. For example, 
the second storage unit 646 can be formed with different 
storage technologies forming a memory hierarchal system 
including different levels of caching, main memory, rotating 
media, or off-line storage. 
The second storage unit 646 can be a volatile memory, a 

nonvolatile memory, an internal memory, an external 
memory, or a combination thereof. For example, the second 



US 9,591,346 B2 
13 

storage unit 646 can be a nonvolatile storage Such as 
non-volatile random access memory (NVRAM), Flash 
memory, disk storage, or a volatile storage Such as static 
random access memory (SRAM). 
The second storage unit 646 can include a second storage 

interface 648. The second storage interface 648 can be used 
for communication between the location unit 620 and other 
functional units in the second device 106. The second 
storage interface 648 can also be used for communication 
that is external to the second device 106. 

The second storage interface 648 can receive information 
from the other functional units or from external sources, or 
can transmit information to the other functional units or to 
external destinations. The external sources and the external 
destinations refer to sources and destinations physically 
separate to the second device 106. 
The second storage interface 648 can include different 

implementations depending on which functional units or 
external units are being interfaced with the second storage 
unit 646. The second storage interface 648 can be imple 
mented with technologies and techniques similar to the 
implementation of the second control interface 644. 
The second communication unit 636 can enable external 

communication to and from the second device 106. For 
example, the second communication unit 636 can permit the 
second device 106 to communicate with the first device 102 
over the communication path 104. 
The second communication unit 636 can also function as 

a communication hub allowing the second device 106 to 
function as part of the communication path 104 and not 
limited to be an end point or terminal unit to the commu 
nication path 104. The second communication unit 636 can 
include active and passive components, such as microelec 
tronics or an antenna, for interaction with the communica 
tion path 104. 

The second communication unit 636 can include a second 
communication interface 650. The second communication 
interface 650 can be used for communication between the 
second communication unit 636 and other functional units in 
the second device 106. The second communication interface 
650 can receive information from the other functional units 
or can transmit information to the other functional units. 
The second communication interface 650 can include 

different implementations depending on which functional 
units are being interfaced with the second communication 
unit 636. The second communication interface 650 can be 
implemented with technologies and techniques similar to the 
implementation of the second control interface 644. 
The first communication unit 616 can couple with the 

communication path 104 to send information to the second 
device 106 in the first device transmission 608. The second 
device 106 can receive information in the second commu 
nication unit 636 from the first device transmission 608 of 
the communication path 104. 

The second communication unit 636 can couple with the 
communication path 104 to send information to the first 
device 102 in the second device transmission 610. The first 
device 102 can receive information in the first communica 
tion unit 616 from the second device transmission 610 of the 
communication path 104. The content delivery system 100 
can be executed by the first control unit 612, the second 
control unit 634, or a combination thereof. 

For illustrative purposes, the second device 106 is shown 
with the partition having the second user interface 638, the 
second storage unit 646, the second control unit 634, and the 
second communication unit 636, although it is understood 
that the second device 106 can have a different partition. For 
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example, the second software 642 can be partitioned differ 
ently such that some or all of its function can be in the 
second control unit 634 and the second communication unit 
636. Also, the second device 106 can include other func 
tional units not shown in FIG. 6 for clarity. 
The third device 108 can include a third control unit 652, 

a third storage unit 654, a third communication unit 656, a 
third user interface 658, and a location unit 660. The third 
control unit 652 can include a third control interface 662. 
The third control unit 652 can execute a third software 666 
to provide the intelligence of the content delivery system 
100. The third control unit 652 can be implemented in a 
number of different manners. For example, the third control 
unit 652 can be a processor, an embedded processor, a 
microprocessor, a hardware control logic, a hardware finite 
state machine (FSM), a digital signal processor (DSP), or a 
combination thereof. The third control interface 662 can be 
used for communication between the third control unit 652 
and other functional units in the third device 108. The third 
control interface 662 can also be used for communication 
that is external to the third device 108. 
The third control interface 662 can receive information 

from the other functional units or from external sources, or 
can transmit information to the other functional units or to 
external destinations. The external Sources and the external 
destinations refer to Sources and destinations physically 
separate to the third device 108. 
The third control interface 662 can be implemented in 

different ways and can include different implementations 
depending on which functional units or external units are 
being interfaced with the third control interface 662. For 
example, the third control interface 662 can be implemented 
with a pressure sensor, an inertial sensor, a microelectrome 
chanical system (MEMS), optical circuitry, waveguides, 
wireless circuitry, wireline circuitry, or a combination 
thereof. 
The location unit 660 can generate location information, 

current heading, and current speed of the third device 108, 
as examples. The location unit 660 can be implemented in 
many ways. For example, the location unit 660 can function 
as at least a part of a global positioning system (GPS), an 
inertial navigation system, a cellular-tower location system, 
a pressure location system, or any combination thereof. 
The location unit 660 can include a location interface 672. 

The location interface 672 can be used for communication 
between the location unit 660 and other functional units in 
the third device 108. The location interface 672 can also be 
used for communication that is external to the third device 
108. 
The location interface 672 can receive information from 

the other functional units or from external sources, or can 
transmit information to the other functional units or to 
external destinations. The external Sources and the external 
destinations refer to Sources and destinations physically 
separate to the third device 108. 
The location interface 672 can include different imple 

mentations depending on which functional units or external 
units are being interfaced with the location unit 660. The 
location interface 672 can be implemented with technologies 
and techniques similar to the implementation of the third 
control interface 662. 
The third storage unit 654 can store the third software 

666. The third storage unit 654 can also store the relevant 
information, such as advertisements, points of interest 
(POI), navigation routing entries, or any combination 
thereof. 
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The third storage unit 654 can be a volatile memory, a 
nonvolatile memory, an internal memory, an external 
memory, or a combination thereof. For example, the third 
storage unit 654 can be a nonvolatile storage Such as 
non-volatile random access memory (NVRAM), Flash 
memory, disk storage, or a volatile storage Such as static 
random access memory (SRAM). 
The third storage unit 654 can include a third storage 

interface 664. The third storage interface 664 can be used for 
communication between the location unit 660 and other 
functional units in the third device 108. The third storage 
interface 664 can also be used for communication that is 
external to the third device 108. 
The third storage interface 664 can receive information 

from the other functional units or from external sources, or 
can transmit information to the other functional units or to 
external destinations. The external sources and the external 
destinations refer to sources and destinations physically 
separate to the third device 108. 
The third storage interface 664 can include different 

implementations depending on which functional units or 
external units are being interfaced with the third storage unit 
654. The third storage interface 664 can be implemented 
with technologies and techniques similar to the implemen 
tation of the third control interface 662. 

The third communication unit 656 can enable external 
communication to and from the third device 108. For 
example, the third communication unit 656 can permit the 
third device 108 to communicate with the second device 106 
of FIG. 1, an attachment. Such as a peripheral device or a 
computer desktop, and the communication path 104. 
The third communication unit 656 can also function as a 

communication hub allowing the third device 108 to func 
tion as part of the communication path 104 and not limited 
to be an end point or terminal unit to the communication 
path 104. The third communication unit 656 can include 
active and passive components, such as microelectronics or 
an antenna, for interaction with the communication path 
104. 
The third communication unit 656 can include a third 

communication interface 668. The third communication 
interface 668 can be used for communication between the 
third communication unit 656 and other functional units in 
the third device 108. The third communication interface 668 
can receive information from the other functional units or 
can transmit information to the other functional units. 
The third communication interface 668 can include dif 

ferent implementations depending on which functional units 
are being interfaced with the third communication unit 656. 
The third communication interface 668 can be implemented 
with technologies and techniques similar to the implemen 
tation of the third control interface 662. 

The third user interface 658 allows a user (not shown) to 
interface and interact with the third device 108. The third 
user interface 658 can include an input device and an output 
device. Examples of the input device of the third user 
interface 658 can include a keypad, a touchpad, soft-keys, a 
keyboard, a microphone, or any combination thereof to 
provide data and communication inputs. 
The third user interface 658 can include a third display 

interface 670. The third display interface 670 can include a 
display, a projector, a video screen, a speaker, or any 
combination thereof. 
The third control unit 652 can operate the third user 

interface 658 to display information generated by the con 
tent delivery system 100. The third control unit 652 can also 
execute the third software 666 for the other functions of the 
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content delivery system 100, including receiving location 
information from the location unit 660. The third control 
unit 652 can further execute the third software 666 for 
interaction with the communication path 104 via the third 
communication unit 656. 
A sensor unit 674 can detect the person’s presence 218 of 

FIG. 2. For example, the sensor unit 674 can detect the 
person’s presence within the detection Zone 220 of FIG. 2. 
Examples of the sensor unit 674 can include a digital 
camera, Video camera, thermal camera, night vision camera, 
infrared camera, X-ray camera, or the combination thereof. 
Further examples of the sensor unit 674 can include a facial 
recognition device, a finger print scanner, a retina Scanner, a 
physiological monitoring device, light identifier, or a com 
bination thereof. For specific example, the sensor unit 674 
can include the capturing sensor 216 of FIG. 2. 

Referring now to FIG. 7, therein is shown a control flow 
of the content delivery system 100. The content delivery 
system 100 can include a registration module 702. The 
registration module 702 registers the portable device 206 of 
FIG. 2 to be connected with the public device 204 of FIG. 
2. For example, the registration module 702 can register the 
portable device 206 to connect with the public device 204 
via the communication path 104 of FIG. 1. 
The registration module 702 can register the portable 

device 206 in a number of ways. For example, the user of the 
portable device 206 can register the portable device 206 to 
share the display content 202 of FIG. 2 with the public 
device 204. For another example, a plurality of the user of 
the portable device 206 can register as a group to share the 
display content 202 with the public device 204. 
The registration module 702 includes a setting module 

704. The setting module 704 generates the privacy setting 
214 of FIG. 2. The setting module 704 can generate the 
privacy setting 214 in a number of ways. For example, the 
setting module 704 can generate the privacy setting 214 for 
restricting the distribution of the private content 210 of FIG. 
2 to the public device 204. For different example, the setting 
module 704 can generate the privacy setting 214 for restrict 
ing the distribution of the public content 212 of FIG. 2 to the 
portable device 206. 

For another example, the setting module 704 can generate 
the privacy setting 214 based on the activity history 226 of 
FIG. 2. For specific example, the activity history 226 an 
include how the user had shared the display content 202 
between the portable device 206 and the public device 204. 
More specifically, the user can always share the public 
content 212, such as the weather report received by the 
portable device 206, to the public device 204 in the past. The 
setting module 704 can generate the privacy setting 214 for 
sharing the public content 212 that represents the weather 
report. 

For different example, the setting module 704 can gen 
erate the privacy setting 214 based on the time information 
228 of FIG. 2. For specific example, the user of the portable 
device 206 can reject the display content 202 representing a 
horror movie from the public device 204 on Monday nights. 
The setting module 704 can generate the privacy setting 214 
that rejects the sharing of horror movies on Monday nights 
between the portable device 206 and the public device 204. 

For another example, the setting module 704 can generate 
the privacy setting 214 based on the audience type 222 of 
FIG. 2 for restricting the distribution of the display content 
202. More specifically, the audience type 222 can represent 
the “friends of the user of the portable device 206.” The 
activity history 226 of the user shows that user had shared 
the private content 210 with the audience type 222 of user's 
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friend but had not shared to those who were not user's 
friends. As a result, the setting module 704 can generate the 
privacy setting 214 that allows the sharing of the private 
content 210 generated for the user only to other users with 
the audience type 222 of “friends of the user of the portable 
device 206. 

For different example, the setting module 704 can gen 
erate the privacy setting 214 based on the number of the 
person’s presence 218 of FIG. 2 detected within the detec 
tion Zone 220 of FIG. 2. For example, the setting module 704 
can increase or decrease a level of security based on the 
number of person’s presence 218 detected. More specifi 
cally, the setting module 704 can generate the privacy setting 
214 with a higher security as the number of the person's 
presence 218 detected increased. For example, if on the user 
was detected within the detection Zone 220, the setting 
module 704 can generate the privacy setting 214 that allows 
the distribution of the private content 210 to the public 
device 204. However, if the person’s presence 218 other 
than that of the user is detected, the setting module 704 can 
increase the security for distributing the display content 202 
by generating the privacy setting 214 that shares the public 
content 212 to the public device 204 and the private content 
210 to the portable device 206. 

For different example, the setting module 704 can con 
figure the privacy setting 214 for grouping the plurality of 
the audience type 222 permitted from displaying the display 
content 202. The audience type 222 can represent “family 
member of the user of the portable device 206. The privacy 
setting 214 can be set so that the display content 202 shared 
to the audience type 222 of users friend versus the audience 
type 222 of user's family can differ. More specifically, the 
privacy setting 214 can set so that the user's family member 
can only receive the public content 212. 

For further example, the privacy setting 214 can be set to 
restrict the sharing of the subcontent 402 of FIG. 4. More 
specifically, the display content 202 can include the plurality 
of the subcontent 402. The plurality of the subcontent 402 
can represent the private portion and the public portion. The 
setting module 704 can generate the privacy setting 214 to 
share the subcontent 402 with the private portion of the 
display content 202 to be shared only on the portable device 
206 based on the user's past activity. 

For different example, the setting module 704 can con 
figure the privacy setting 214 to restrict the sharing of the 
display content 202 based on the provider information 306 
of FIG. 3 of the display content 202. More specifically, the 
provider information 306 can represent FacebookTM. The 
setting module 704 can configure the privacy setting 214 to 
restrict display of the display content 202 provided by 
FacebookTM only to the portable device 206. 
The setting module 704 can generate the privacy setting 

214 based on the overlay preference 304 of FIG. 3. The 
overlay preference 304 can indicate that the user is inter 
ested in having the content overlay 302 of FIG. 3 of 
automobile advertisement with the display content 202. The 
setting module 704 can generate the privacy setting 214 to 
require the overlay of the content overlay 302 of the auto 
mobile advertisement with the display content 202 generated 
for the user. 
The content delivery system 100 can include a Zone 

module 706, which can be coupled to the registration 
module 702. The Zone module 706 generates the detection 
Zone 220. For example, the Zone module 706 can generate 
the detection Zone 220 to be five square meter in front of the 
capturing sensor 216 of FIG. 2. For different example, the 
Zone module 706 can generate the detection Zone 220 to be 
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a connectivity range for the communication path 104 rep 
resenting the Bluetooth connection between the portable 
device 206 and the public device 204. For another example, 
the Zone module 706 can generate the detection Zone 220 to 
be the area where the capturing sensor 216 can establish the 
facial recognition. More specifically, the specification of the 
capturing sensor 216 can indicate that the capturing sensor 
216 can recognize a person’s face that is within ten meters 
from the capturing sensor 216. 
The content delivery system 100 can include a detector 

module 708, which can be coupled to the Zone module 706. 
The detector module 708 detects the person’s presence 218 
of FIG. 2. For example, the detector module 708 can detect 
the person’s presence 218 for identifying the portable device 
206. 
The detector module 708 can detect the person’s presence 

218 in a number of ways. For example, the detector module 
708 can detect the person’s presence 218 via the capturing 
sensor 216. For specific example, the capturing sensor 216 
can represent the digital camera that can perform facial 
recognition. The detector module 708 can detect the per 
son's presence 218 based on facial recognition if the user is 
within the detection Zone 220. 

For different example, the capturing sensor 216 can 
represent the finger print Scanner to detect the user's finger 
print from the key pads of the portable device 206. The 
detector module 708 can detect the person’s presence 218 
within the detection Zone 220 based on detecting the user's 
finger print and the portable device 206 having to establish 
the Bluetooth connection with the public device 204. Fur 
ther, by having the portable device 206 establish connection 
with the public device 204 via the communication path 104, 
the detector module 708 can identify the portable device 206 
as the portable device 206 registered by the user to the 
content delivery system 100. 
The content delivery system 100 can include an audience 

module 710, which can be coupled to the detector module 
708. The audience module 710 identifies the user of the 
portable device 206 and determines the audience type 222 of 
FIG. 2. For example, the audience module 710 can deter 
mine the audience type 222 based on the person's presence 
218 for determining the content type 224 of FIG. 2 present 
able on the public device 204. 
The audience module 710 includes an identification mod 

ule 712. The identification module 712 identifies the user of 
the portable device 206. The identification module 712 can 
identify the user in a number of ways. For example, the 
identification module 712 can identify the user of the 
portable device 206 based on comparing the facial image 
captured by the capturing sensor 216 to the facial image 
stored in the second storage unit 646 of FIG. 6. Further, the 
identification module 712 can match the facial image to the 
registered identity of the user for the portable device 206. 

For different example, the identification module 712 can 
identify the user of the portable device 206 based on 
comparing the finger print information scanned by the 
capturing sensor 216 to the profiles of the finger prints stored 
within the first storage unit 614 of FIG. 6. As a result, the 
identification module 712 can identify the user of the 
portable device 206 within the detection Zone 220. Further, 
the identification module 712 can match the finger print 
information to the registered identity of the user for the 
portable device 206. 
The audience module 710 includes a type module 714. 

The type module 714 determines the audience type 222 of 
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the person’s presence 218 within the detection Zone 220. 
The type module 714 can determine the audience type 222 
in a number of ways. 

For example, the type module 714 can determine the 
audience type 222 based on the privacy setting 214. The 
privacy setting 214 can include a category of users. For 
specific example, the privacy setting 214 can categorize the 
user who had registered the portable device 206 as the 
registered user. Further, the user of the portable device 206 
can be identified based on facial recognition as discussed. 
Once the user's presence is detected within the detection 
Zone 220, the type module 714 can determine the audience 
type 222 of the user that is identified to be the registered 
USC. 

In contrast, if another user is unregistered and his or her 
presence is detected within the detection Zone 220, even if 
the identity of the another user is identified, the type module 
714 can determine the audience type 222 of the another user 
to be the unregistered user. Further, if the identity of the 
another user is unidentifiable, the type module 714 can 
determine the audience type 222 of the another user to be the 
unregistered user. 

For different example, the type module 714 can determine 
the audience type 222 to be one person or numerous people. 
The type module 714 can determine the audience type 222 
to be an audience of one if the capturing sensor 216 only 
detects one of the person’s presence 218 within the detection 
Zone 220. In contrast, the type module 714 can determine the 
audience type 222 to be a group of persons if the capturing 
sensor 216 detects the plurality of the person’s presence 218 
within the detection Zone 220. 

The content delivery system 100 can include a content 
module 716, which can be coupled to the audience module 
710. The content module 716 generates the display content 
202 to be distributed to the portable device 206, the public 
device 204, or a combination thereof. The content module 
716 can generate the display content 202 in a number of 
ways. 

The content module 716 includes a message module 718. 
The message module 718 generates the notification 208 of 
FIG. 2. For example, the message module 718 can generate 
the notification 208 based on the audience type 222 for 
notifying the portable device 206, the public device 204, or 
a combination thereof. 

For specific example, the portable device 206 can receive 
the private content 210, such as the SNS message. The 
audience type 222 determined within the detection Zone 220 
can include the registered user and the unregistered user. The 
privacy setting 214 can indicate that the SNS message will 
not be displayed on the public device 204. The message 
module 718 can generate the notification 208 for the public 
device 204 to display the notification 208 instead of the 
actual SNS message. 
The content module 716 includes a receiver module 720. 

The receiver module 720 can receive the display content 202 
for distribution. For example, the receiver module 720 for 
the portable device 206 can receive the private content 210, 
Such as the SNS message, from the Social networking site 
via the first control interface 622 of FIG. 6. The content 
module 716 can generate the display content 202 based on 
the SNS message received by the receiver module 720 for 
distributing to the public device 204. 

For another example, the receiver module 720 for the 
public device 204 can receive the public content 212, the TV 
program. The TV program can include two variations: One 
can be the unedited version and the other can be the 
subcontent 402 of FIG. 4 with the profane language edited 
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out. The content module 716 can generate the display 
content 202 based on the two variations of the TV program 
received by the receiver module 720 for distributing to the 
portable device 206. 
The content module 716 includes an overlay module 722. 

The overlay module 722 generates the content overlay 302 
over the display content 202 for distributing to the portable 
device 206, the public device 204, or a combination thereof. 
The overlay module 722 can generate the content overlay 
302 in a number of ways. 

For example, the display content 202 can represent 
“Cars, an American animated film produced by Pixar 
Animation StudioTM (“Pixar'). The display content 202 can 
include information, such as the provider information 306, 
the sender information 308 of FIG. 3, the content type 224, 
or a combination thereof. The provider information 306 can 
represent Pixar and the sender information 308 can represent 
Miramax, an American movie distributor. Further, the con 
tent type 224 can represent animation. Based on the provider 
information 306 and the content type 224, the overlay 
module 722 can generate the content overlay 302 represent 
ing a video advertisement for another animated film by Pixar 
over the display content 202. 

For different example, the overlay module 722 can gen 
erate the content overlay 302 based on the audience type 
222, the overlay preference 304, or a combination thereof. 
For specific example, the audience type 222 within the 
detection Zone 220 can include the users with age 30 and age 
15. The legal drinking age in the United States is over age 
of 21. The overlay preference 304 for the user who is 30 
years old can represent advertisement related to alcohol. The 
overlay module 722 can generate the content overlay 302 
based on the overlay preference 304 to overlay the adver 
tisement for beer beverage over the private content 210 to be 
displayed to the portable device 206 for the 30 year old user. 
In contrast, the content overlay 302 representing the adver 
tisement for beer beverage will not be generated for the 
portable device 206 for the 15 year old user or the public 
device 204. 

It has been discovered that the present invention can 
generate the display content 202 based on the audience type 
222 to improve the security to limit the generation of the 
display content 202 that is unsuitable for certain users. The 
consideration of the audience type 222 can tailor the gen 
eration of the display content 202 with the content overlay 
302 that is suitable for each audience in the detection Zone 
220. As a result, the user can rely on the content delivery 
system 100 to filter the generation of the display content 202 
to eliminate the risk of sharing the display content 202 that 
is unsuitable to certain users. 

For different example, the overlay module 722 can gen 
erate the content overlay 302 based on the privacy setting 
214. More specifically, the privacy setting 214 can indicate 
whether the content overlay 302 should be generated with 
the private content 210, the public content 212, or a com 
bination thereof. For specific example, the privacy setting 
214 can indicate that the content overlay 302 will be 
generated with the private content 210. The overlay module 
722 can then consider what kind of the content overlay 302 
should be generated with the private content 210. The 
overlay module 722 can consider the overlay preference 304 
to determine the user's interest. As a result, continuing from 
the previous example, the overlay module 722 can generate 
the content overlay 302 representing a beer advertisement 
with the private content 210. 
The content module 716 includes a portion module 724. 

The portion module 724 generates the subcontent 402. For 
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example, the portion module 724 can generate the plurality 
of the subcontent 402 for separating a hybrid content that 
can include the private content 210 and the public content 
212. 

For specific example, the portion module 724 can gener 
ate the subcontent 402 based on the content keyword 310 of 
FIG. 3. More specifically, based on the content keyword 310, 
the portion module 724 can identify the portion of the 
display content 202 that can include the content type 224 of 
the private content 210 as oppose to the public content 212. 
For example, the portion module 724 can search for the 
contact keyword 310 within the display content 202. The 
display content 202 can include the content keyword 310, 
such as “weather” or “rain,” to indicate that the sentence 
within the display content 202 is related to weather. 

Further, the privacy setting 214 can bet so that the 
information related to weather as the public content 212. The 
portion module 724 can determine that the display content 
202 with the content keyword 310 of “weather” to be the 
public content 212 and not the private content 210. As a 
result, the portion module 724 can generate the display 
content 202 with the sentence of the weather information as 
the subcontent 402 for the public content 212. 

For different example, the portion module 724 can deter 
mine whether the subcontent 402 represents the private 
content 210 based on the sender information 308. More 
specifically, the private content 210, such as SNS message, 
can include the sender information 308, such as a name of 
the girlfriend. The privacy setting 214 can be set so that a 
message from a girlfriend can be categorized with the 
content type 224 of the private content 210. 

Further, the context keyword 310 with meeting informa 
tion and the time information 228 can be set as the private 
content 210 in the privacy setting 214. If the context of the 
display content 202 includes the sender information 308 and 
a plurality of the content keyword 310, such as “meeting at 
3 PM, the portion module 724 can determine the subcontent 
402 to be the private content 210. As a result, the portion 
module 724 can generate the display content 202 from the 
sender information 308 as the subcontent 402 for the private 
content 210. Additionally, the portion module 724 can 
generate the display content 202 with the meeting informa 
tion and the time information 228 as the subcontent 402 for 
the private content 210. 

The content delivery system 100 can include a distribu 
tion module 726, which can be coupled to the content 
module 716. The distribution module 726 distributes the 
display content 202. For example, the distribution module 
726 can distribute the display content 202 based on the 
audience type 222 for displaying on the portable device 206, 
the public device 204, or a combination thereof. 

The distribution module 726 can distribute the display 
content 202 in a number of ways. For example, the distri 
bution module 726 can distribute the display content 202 
based on the privacy setting 214. The privacy setting 214 can 
indicate that the private content 210 can be distributed to the 
portable device 206 and not to the public device 204. The 
SNS message can represent the private content 210. The 
distribution module 726 can distribute the private content 
210 only to the portable device 206. Further, the distribution 
module 726 can distribute the notification 208, instead of the 
private content 210, to the public device 204. 

For further example, the distribution module 726 can 
distribute the display content 202 based on the plurality of 
the audience type 222 for displaying the display content 202 
different for each of the plurality of the portable device 206. 
More specifically, the privacy setting 214 can indicate that 
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the private content 210 can be distributed to the audience 
type 222 of users friend. In the plurality of the person's 
presence 218 detected, the plurality of the audience type 222 
for the detected presence can include the user of the portable 
device 206, the users friend, and the user's mother. The 
mother can be excluded from the audience type 222 of user's 
friend. The distribution module 726 can distribute the pri 
vate content 210 to the portable device 206 of the user and 
the portable device 206 of the users friend. However, based 
on the audience type 222, the distribution module 726 will 
not be triggered to distribute the private content 210 to the 
portable device 206 of the user's mother and the public 
device 204. 

It has been discovered that the present invention can 
distribute the display content 202 based on the audience type 
222 to filter the distribution of the private content 210, the 
public content 212, or a combination thereof to improve 
privacy for sharing the display content 202. The distribution 
of the display content 202 based on the audience type 222 
restricts the viewer who can see the private content 210. 
Further, the restriction limits the inadvertent sharing of the 
private content 210 to unwanted viewers. As a result, the 
user can rely on the content delivery system 100 to avoid 
sharing the display content 202 to unwanted viewers, thus, 
improving the security of the privacy of the user. 

For another example, the distribution module 726 can 
distribute the display content 202 based on the content type 
224. The privacy setting 214 can indicate that the display 
content 202 with the content type 224 of violence and 
profanity will not be displayed on the public device 204. 
More specifically, the display content 202 with the content 
type 224 of violence and profanity can be distributed to the 
portable device 206. The distribution module 726 can dis 
tribute the display content 202 with the content type 224 of 
violence and profanity based on the privacy setting 214 only 
to the portable device 206. 

It has been discovered that the content delivery system 
100 can distribute the display content 202 based on the 
content type 224 to filter the distribution of the private 
content 210, the public content 212, or a combination 
thereof to improve privacy for sharing the display content 
202. The distribution of the display content 202 based on the 
content type 224 restricts the sharing of the display content 
202 that is unsuitable for certain viewers. Further, the 
restriction limits the inadvertent sharing of the display 
content 202 that may be unsuitable to some viewers. As a 
result, the user can enhance the user experience of using the 
content delivery system 100 for sharing the display content 
202 with others without the worry of inadvertent sharing of 
the display content 202 that is unsuitable. 

For different example, the distribution module 726 can 
distribute the display content 202 based on meeting or 
exceeding the time threshold 502 of FIG. 5. The privacy 
setting 214 can indicate that the time threshold 502 can be 
30 seconds. Further, the privacy setting 214 can indicate that 
the private content 210 can be displayed on the public device 
204 if the person’s presence 218 of the user is within the 
detection Zone 220. 

Additionally, the distribution module 726 can distribute 
the display content 202 based on the person’s presence 218 
for displaying the display content 202 different from the 
person’s presence 218 outside of the detection Zone 220. 
More specifically, the privacy setting 214 can indicate that 
if the user's presence is no longer detected within the 
detection Zone 220, the notification 208 can be displayed 
instead of the private content 210. Or the notification 208 
can be displayed on the public device if the connection 
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between the portable device 206 and the public device 204 
is lost. And if the time period for a non-detection of the 
user's presence meets or exceeds the time threshold 502, the 
distribution module 726 can stop distributing the notification 
208 to the public device 204. 

For different example, the private content 210 can be 
displayed on the public device 204 after the time period of 
user's presence is detected within the detection Zone 220 
exceeds the time threshold 502. The privacy setting 214 can 
indicate that the switching of the display of the private 
content 210 from the portable device 206 to the public 
device 204 if the time period of the user's presence within 
the detection Zone 220 meets or exceeds the time threshold 
502. Based on the privacy setting 214 and the person's 
presence 218 of the user, the distribution module 726 can 
distribute the private content 210 to the public device 204. 

It has been discovered that the present invention can 
distribute the display content 202 based on the meeting or 
exceeding the time threshold 502 to filter the distribution of 
the private content 210, the public content 212, or a com 
bination thereof to improve privacy for sharing the display 
content 202. The distribution of the display content 202 
based on the time threshold 502 limits the sharing of the 
display content 202 if the user of the portable device 206 is 
not detected within the detection Zone 220. The restriction 
limits the inadvertent sharing of the display content 202 to 
the public without the presence of the user. As a result, the 
consideration of the time threshold 502 improves the secu 
rity to avoid inadvertent sharing of the display content 202 
when the user is not present within the detection Zone 220. 

For another example, the distribution module 726 can 
distribute the display content 202 based on the overlay 
preference 304 to the portable device 206, the public device 
204, or a combination thereof. For specific example, the 
overlay preference 304 can indicate whether the user of the 
portable device 206 would like to have the content overlay 
302 overlaid with the private content 210, the public content 
212, or a combination thereof. Based on the overlay pref 
erence 304, the distribution module 726 can distribute the 
display content 202 with the content overlay 302 or not. As 
discussed above, the distribution module 726 can consider 
each of the factors above independently or in combination to 
determine whether to distribute the display content 202 to 
the portable device 206, the public device 204, or a combi 
nation thereof. 

It has been discovered that the present invention can 
distribute the display content 202 based on the overlay 
preference 304 to filter the distribution of the content 
overlay 302 along with the private content 210, the public 
content 212, or a combination thereof. The distribution of 
the display content 202 with the content overlay 302 based 
on the overlay preference 304 improves the tailoring of the 
display content 202 to suit the user's interest. As a result, the 
user can reliably receive the display content 202 most 
interested by the user. 
The content delivery system 100 can include a display 

module 728, which can be coupled to the distribution 
module 726. The display module 728 displays the display 
content 202 on the portable device 206, the public device 
204, or a combination thereof. For example, the display 
module 728 can display the display content 202 on the 
portable device 206 different from the display content 202 
displayed on the public device 204. For specific example, 
the display module 728 can display the notification 208 for 
the private content 210 on the public device 204. In contrast, 
the display module 728 can display the private content 210 
on the portable device 206. 
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For another example, the display module 728 can display 

the display content 202 that is same on the portable device 
206 and the public device 204. More specifically, the display 
module 728 can display the public content 212 both on the 
portable device 206 and the public device 204. 
The physical transformation for entering the detection 

Zone 220 results in movement in the physical world, such as 
people using the first device 102 of FIG. 6, the third device 
108 of FIG. 6, or a combination thereof, based on the 
operation of the content delivery system 100. As the move 
ment in the physical world occurs, the movement itself 
creates additional information that is converted back in to 
the person’s presence 218, the audience type 222, the time 
threshold 502, the display content 202, or a combination 
thereof for the continued operation of the content delivery 
system 100 and to continue the movement in the physical 
world. 
The first Software 626 of FIG. 6 of the first device 102 of 

FIG. 6 can include the content delivery system 100. For 
example, the first software 626 can include the registration 
module 702, the Zone module 706, the detector module 708, 
the audience module 710, the content module 716, the 
distribution module 726, and the display module 728. 
The first control unit 612 of FIG. 6 can execute the first 

software 626 for the registration module 702 to generate the 
privacy setting 214. The first control unit 612 can execute 
the first software 626 for the Zone module 706 generate the 
detection Zone 220. The first control unit 612 can execute the 
first Software 626 for the detector module 708 to detect the 
person’s presence 218. 
The first control unit 612 can execute the first software 

626 for the audience module 710 to determine the audience 
type 222. The first control unit 612 can execute the first 
software 626 for the content module 716 to generate the 
display content 202. The first control unit 612 can execute 
the first software 626 for the distribution module 726 to 
distribute the display content 202. The first control unit 612 
can execute the first software 626 for the display module 728 
to display the display content 202. 
The second software 642 of FIG. 6 of the second device 

106 of FIG. 6 can include the content delivery system 100. 
For example, the second software 642 can include the 
registration module 702, the Zone module 706, the detector 
module 708, the audience module 710, the content module 
716, the distribution module 726, and the display module 
728. 
The second control unit 634 of FIG. 6 can execute the 

second software 642 for the registration module 702 to 
generate the privacy setting 214. The second control unit 
634 can execute the second software 642 for the Zone 
module 706 generate the detection Zone 220. 
The second control unit 634 can execute the second 

Software 642 for the detector module 708 to detect the 
person’s presence 218. The second control unit 634 can 
execute the second software 642 for the audience module 
710 to determine the audience type 222. 
The second control unit 634 can execute the second 

software 642 for the content module 716 to generate the 
display content 202. The second control unit 634 can 
execute the second software 642 for the distribution module 
726 to distribute the display content 202. The second control 
unit 634 can execute the second software 642 for the display 
module 728 to display the display content 202. 
The content delivery system 100 can be partitioned 

between the first software 626 and the second software 642. 
For example, the second software 642 can include the Zone 
module 706, the detector module 708, the audience module 
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710, the content module 716, and the distribution module 
726. The second control unit 634 can execute modules 
partitioned on the second software 642 as previously 
described. 
The first software 626 can include the registration module 

702 and the display module 728. Based on the size of the 
first storage unit 614 of FIG. 6, the first software 626 can 
include additional modules of the content delivery system 
100. The first control unit 612 can execute the modules 
partitioned on the first software 626 as previously described. 
The first control unit 612 can operate the first communi 

cation unit 616 of FIG. 6 to send the privacy setting 214 to 
the second device 106. The first control unit 612 can operate 
the first software 626 to operate the location unit 620 of FIG. 
6. The second communication unit 636 of FIG. 6 can send 
the display content 202 to the first device 102 through the 
communication path 104 of FIG. 6. 
The content delivery system 100 describes the module 

functions or order as an example. The modules can be 
partitioned differently. For example, the distribution module 
726 and the content module 716 can be combined. Each of 
the modules can operate individually and independently of 
the other modules. 

Furthermore, data generated in one module can be used by 
another module without being directly coupled to each other. 
For example, the content module 716 can receive the privacy 
setting 214 from the registration module 702. The registra 
tion module 702, the Zone module 706, the detector module 
708, the audience module 710, the content module 716, the 
distribution module 726, and the display module 728 can be 
implemented in as hardware accelerators (not shown) within 
the first control unit 612 or the second control unit 634, or 
can be implemented in as hardware accelerators (not shown) 
in the first device 102 or the second device 106 outside of the 
first control unit 612 or the second control unit 634. 

Referring now to FIG. 8, therein is shown a flow chart of 
a method 800 of operation of the content delivery system 
100 of FIG. 1 in a further embodiment of the present 
invention. The method 800 includes: detecting a person's 
presence for identifying a portable device in a block 802: 
determining an audience type based on the person’s pres 
ence for determining a content type presentable on a public 
device in a block 804; and distributing a display content 
based on the audience type for displaying on the portable 
device, the public device, or a combination thereof in a block 
806. 
The resulting method, process, apparatus, device, product, 

and/or system is straightforward, cost-effective, uncompli 
cated, highly versatile, accurate, sensitive, and effective, and 
can be implemented by adapting known components for 
ready, efficient, and economical manufacturing, application, 
and utilization. Another important aspect of the present 
invention is that it valuably supports and services the 
historical trend of reducing costs, simplifying systems, and 
increasing performance. These and other valuable aspects of 
the present invention consequently further the state of the 
technology to at least the next level. 

While the invention has been described in conjunction 
with a specific best mode, it is to be understood that many 
alternatives, modifications, and variations will be apparent 
to those skilled in the art in light of the aforegoing descrip 
tion. Accordingly, it is intended to embrace all Such alter 
natives, modifications, and variations that fall within the 
scope of the included claims. All matters hithertofore set 
forth herein or shown in the accompanying drawings are to 
be interpreted in an illustrative and non-limiting sense. 
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What is claimed is: 
1. A method of operation of a content delivery system 

comprising: 
detecting a person’s presence with a capturing device for 

identifying a portable device; 
determining an audience type with a control unit accord 

ing to the person’s presence detected within a detection 
Zone categorized under a privacy setting for identifying 
whether the person’s presence represents a registered 
user or an unregistered user for determining a content 
type presentable on a public device; 

generating a display content with Subcontents including a 
private content and a public content; 

distributing the display content based on the audience 
type and a time threshold for confirming the person's 
presence Suitable for partitioning the Subcontents from 
the display content to store the private content on the 
portable device and to send the public content on the 
public device; 

distributing the Subcontents including the private content 
to the public device based on the audience type 
detected within the detection Zone permitted under the 
privacy setting for displaying on the public device; 

displaying the Subcontents including the private content 
to the public device when the audience type detected 
within the detection Zone is the registered user; and 

restricting displaying the Subcontents including the pri 
vate content to the public device when the audience 
type detected within the detection Zone is the unregis 
tered user. 

2. The method as claimed in claim 1 wherein distributing 
the display content includes distributing the public content 
based on the audience type for displaying on the public 
device. 

3. The method as claimed in claim 1 wherein distributing 
the display content includes distributing the private content 
based on the audience type for displaying on the portable 
device. 

4. The method as claimed in claim 1 further comprising 
displaying the public content, the private content, or a 
combination thereof for displaying on the portable device 
different from the display content displayed on the public 
device. 

5. The method as claimed in claim 1 further comprising 
generating a privacy setting for differentiating the display 
content displayed on the portable device from the display 
content displayed on the public device. 

6. The method as claimed in claim 1 wherein distributing 
the display content includes distributing the 

display content based on the audience type, the time 
threshold, and the content type for confirming the 
person’s presence Suitable for partitioning the Subcon 
tents from the display content to store the private 
content on the portable device and to send the public 
content on the public device. 

7. The method as claimed in claim 6 wherein distributing 
the display content includes distributing the display content 
based on a plurality of the audience type for displaying the 
display content different for each of a plurality of the 
portable device. 

8. The method as claimed in claim 6 further comprising 
generating a privacy setting for grouping a plurality of the 
audience type permitted for displaying the display content. 

9. The method as claimed in claim 6 wherein distributing 
the display content includes generating a notification based 
on the audience type for displaying the notification on the 
portable device, the public device, or a combination thereof. 
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10. The method as claimed in claim 6 wherein: 
detecting the person's presence includes detecting the 

person's presence within a detection Zone; and 
distributing the display content includes distributing the 

display content based on the person's presence for 5 
displaying the display content different from the per 
son’s presence outside of the detection zone. 

11. A content delivery system comprising: 
a control unit configured to: 

detect a person's presence with a capturing device for 
identifying a portable device, 

determine an audience type according to the person’s 
presence detected within a detection Zone catego 
rized under a privacy setting for identifying whether 
the person's presence represents a registered user or 
an unregistered user for determining a content type 
presentable on a public device, 

generating a display content with subcontents including 
a private content and a public content, and 

a communication interface, coupled to the control unit, 
configured to distribute the display content based on the 
audience type and a time threshold for confirming the 
person's presence suitable for partitioning the subcon 
tents from the display content to store the private 
content on the portable device and to send the public 
content on the public device and to distribute the 
Subcontents including the private content to the public 
device based on the audience type detected within the 
detection Zone permitted under the privacy setting for 
displaying on the public device; 

wherein the Subcontents including the private content are 
displayed to the public device when the audience type 
detected within the detection Zone is the registered 
user; 

wherein the subcontents including the private content are 
restricted from displaying to the public device when the 
audience type detected within the detection zone is the 
unregistered user. 
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12. The system as claimed in claim 11 wherein the control 

unit is configured to distribute the public content based on 
the audience type for displaying on the public device. 

13. The system as claimed in claim 11 wherein the control 
unit is configured to distribute the private content based on 
the audience type for displaying on the portable device. 

14. The system as claimed in claim 11 wherein the control 
unit is configured to display the public content, the private 
content, or a combination thereof for displaying the display 
content on the portable device different from the content 
displayed on the public device. 

15. The system as claimed in claim 11 wherein the control 
unit is configured to generate a privacy setting for differen 
tiating the display content displayed on the portable device 
from the display content displayed on the public device. 

16. The system as claimed in claim 11 wherein the control 
unit is configured to distribute the display content based on 
the audience type and the content type for displaying on the 
portable device, the public device, or a combination thereof. 

17. The system as claimed in claim 16 wherein the control 
unit is configured to distribute the display content based on 
a plurality of the audience type for displaying the display 
content different for each of a plurality of the portable 
device. 

18. The system as claimed in claim 16 wherein the control 
unit is configured to generate a privacy setting for grouping 
a plurality of the audience type permitted for displaying the 
display content. 

19. The system as claimed in claim 16 wherein the control 
unit is configured to generate a notification based on the 
audience type for displaying the notification on the portable 
device, the public device, or a combination thereof. 

20. The system as claimed in claim 16 wherein the control 
unit is configured to: 

detect the person’s presence within a detection Zone; and 
distribute the display content based on the person’s pres 

ence for displaying the display content different from 
the person's presence outside of the detection Zone. 


